Introducing Large Scale Systems
THINK BIG . . . In large organisations the requirement to connect many systems, transfer data quickly and efficiently across a wide spread area brings about many considerations – this an area often not answered well by students!
 (
Key Terms
Test case: 
a set of test data and it’s expect outcomes
Disaster Recovery Strategy:
 plans to avoid data loss and restore a working system within a reasonable time
 period.
Risk Analysis:
 Places a risk value on every element of a successful information system to identify potential threats that it might be under.  It would also try to predict the 
possibility
 of the threat being realised, calculating an overall risk and level of severity.
Recovery time objective: 
 the targeted length of time that it will take for the system to be fully operational again after a crisis.
Data Recovery Point:
 the most up-to-date back-up point from which a recovery can be made.
Fallover System: 
used for business critical systems.  If the main system fails the Fallover system immediately takes over, not interrupting 
servce
.
) (
Defects of systems can involve:
Functional Defects
 – system not perform requirements as required
Performance Defects
 – system not performing efficiently as required (speed)
Usability Defects – 
interface issues, menu options, or expert user frustration
 
Security Defects -
 allowing accidental damage or not efficient enough to comply with company policy.
)

 (
Regression Testing
System Testing
Program Testing
Requirement-based testing
Beta Testing
Alpha Testing
Change Control Testing
Types of Testing
)








 (
For further clarification on how installation methods work, see P77 of your text book.
)

Introducing Large Scale Systems
 (
Resources:
Need to identify which of its recourses will:
Be required for the installation
Be utilised by the new system
No longer be required
Need to be improved
) (
Accommodation backups need to be considered:
Existing accommodation
Alternative accommodation
Reciprocal accommodation
Reciprocal site
 Standby Site
Cold Standby
Hot Standby
) (
Network Data breaches
) (
Inappropriate usage of devices
) (
Risk to data posed by employees
) (
Lack of educations
) (
Laptop loss/theft
)






	


Identify hardware requiremnets


Ensure documentation avaliable


Intal software


Test software for different users


Open new system and convert current data


Test system checking procedures


Set-up and test queries, data input and reports


Training Activities


User Support


Conversation of system






























List and identify responsibilitues 


Schedule timings for activities 


diagram detailing every aspect of the installation


Specification sheets generated


Testing completed at each amjor phase


Communication Plan throughout the organisaton



















Direct Changeover


Quick


Less confusion for users


Pilot Running


Easy to control, monitor and evaluate


Low risk of failure


Parallel Running


Easy comparison between systems


Gradual training of staff


Difficult to train


Stressful to users and developers


High risk of failure


Easier to train staff


Very slow to roll out


May not show all problems


Two systems running at the same time may cause confusion


Old system can be used as a back-up if new system fails


Very expensive, need the infrastructure to support both


Can create confusion amoug users 












Adapted from Nelson Thorne – AQA Information Communication Technology A2
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