Policies & Legislation
 (
Key Terms:
Contract of employment:
 the legal agreement between an employers and an employee
Disciplinary procedures:
 the penalties for breaking company policies; verbal or written warnings, fines, suspension, dismissal
Security of Data:
 making sure that data is correct and kept confidential and safe
Privacy of Data:
 data is not seen or accessed by anyone who is not authorised to view it
Disposal of unwanted equipment 
Procurement Policy
Central or department purchase
Throughout career
Training 
Policy
Induction Training
Data Transfer
Network Security
Security Policy
Use of Laptops
Backup and Recovery 
Change control and monitoring
Email & Internet
Acceptable Use 
Policy
Use of resources
DPA
Viewing data stored
Security of data
Regular updates
Confidentiality 
 
Computer Misuse Act
Usernames and passwords should be kept c
onfidentiality 
 
Access rights on the network
Freedom of Information Act
Public Sector only
What information applies? What procedure is in place to disclose?
Health & Safety at Work
 Act
Work station risk assessments
Adjustable furniture
Training in appropriate use of equipment
Well designed software
System to report issues
)
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