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UNIT TITLE: BA-65 Manage information systems 

1.1 Explain the uses of an information system

An information system is a general term given to any system that uses data to provide usable information for its users. Businesses nowadays hold a large amount of data, so being able to use this data by displaying it in measures and comparisons can be very useful for an organisation. An information system can also be used a communication system for people across the world, minimising delays and increasing efficiency of operations. 

1.2 Describe typical information system interfaces 

Most information systems will now operate using a screen and keyboard display and input method. This means there will be a display screen that will display a summary of clear data or options to adjust the system in a control panel format. The user will then be able to interact with this interface using a keyboard and mouse to type requests and comments into the system, and the mouse to navigate. The more modern system interfaces are now using smart touch screens that use a similar display screen that does away with a physical keyboard and mouse and use your touches on the screen instead of a mouse navigator and an on-scree keyboard for input. Depending on the task the system performs these interfaces will vary, they will also vary for different users, for example someone low in the business hierarchy may only be allowed to view the information, whereas the admin may have input and creation rights so the functionality would be more expansive. 


1.3 Analyse the implications of system updates and system development to an organisation

Most software and system support companies will try to cause as least impact on businesses as possible however sometimes large updates and changes have to be carried out. This can have a large impact on businesses as it sometimes mean businesses have to update other systems, buy new equipment and acquire additional IT resources in order to stay operational as well as in line with data and operational laws. An example would be a large firmware update to an operational software package such as SAP. For one this would mean the software would most likely have to go offline for a set period which has the potential to over-run so there is a potential for lost business time, and therefore a damage to service availability and productivity. There is also a concern with operational software updates when looking into what else they tie into. For example SAP is able to be connected with a number of different platforms and systems such as MS suite and data analytics platforms, therefore the coding that connects these platforms must be updated and tested so a reasonable amount of IT support expenses can be expected. However this size update is rare and usually broken down into smaller chunks to allow businesses with low resources and finances to cope with the transitions, there is always the potential for large updates as well as new replacement technologies which would also require significant resources to update or transfer. 

1.4 Analyse the use of stakeholders' feedback on the effectiveness of an information system

All stakeholders connected to an organisation have different wants and needs, therefore it is important we bear this in mind when evaluating feedback on an information system, as the system will be aimed at some people more than others, therefore providing them more of a benefit. Stakeholder's feedback however is most likely the most beneficial information when evaluating the overall effectiveness of a system as it will provide feedback from all viewpoints of the business and its customers.  For example a customer portal system that allows customers to place orders online that get fed straight into the supply chain of the business will minimise time spent on human admin. In this example we will say that the order details provided from the order to the business are excellent and aid the process of getting good shipped and minimising TAT. However the customer often makes mistakes when placing orders and the business gets a large amount of cancellations due to this, the customer says the portal can be confusing and does not provide enough information as to what is being ordered. From this feedback we know that internally the system works well, however on the external face further development is required. This is why it is important to listen to all stakeholder's feedback as the different wants and needs from a system will determine how effective the system is. 


1.5 Evaluate the implications of data protection requirements for the management and use of an information system

According to the data protection act of 1998 there are eight principles that must be followed by all organisations in order to operate in accordance with the legislation, these are as follows:
· Data is fairly and lawfully processed
· Data is processed for a limited or outlines purpose/s
· Data is adequate, relevant and not excessive
· Data is accurate and kept up to date
· Data is not kept for longer than is necessary
· Data is processed in line with your rights
· Data is held in a secure environment 
· Data is not transferred to other countries without proper permission

In order for a business to be operating in accordance to this legislation, the organisation must become registered as a data controller, this means the business records information on its customers and employees so most businesses must register. They then need to ensure that the way they acquire their data is lawful and in line with people's rights. Following this they must ensure that the data is kept in a secure location and is backed up to stop loss or mistreatment of data. The business must also ensure that the data they record from their stakeholders is relevant to the purpose in which the data was initially recorded. The business must also be able to provide any information held on someone or an organisation within 40 days as it is a requirement to be able to access any information held on you from an organisation. 

If a business does not comply with data protection law, heavy fines and penalties can be issued by the ICO (Information commissioner's office) which can have a catastrophic impacts on financial and human resources as well carry a negative reputation over the business. 

2.1 Develop standard operating procedures for administrative processes that meet organisational and legal requirements

To demonstrate my understanding of this marking criteria, I will summarise the existing process for creating and updating operational procedures and also show how I have assisted in this process. 

The current process at Safran HE UK. 
· Need for procedure is outlined
· Owner assigned to process and creation of procedure 
· Template can be accessed from our controlled document location
· Owner to then design and create operational procedure for selected process
· Once complete, submit to document controller who will send to all relevant department managers to be signed off
· Once signed off, procedure put live on document environment for access for all employees

By completing this process we ensure all procedures that are created and updated are in line with all department's requirements which will consider different elements of the law and operational feasibility within the business. A review date will also be set on the document so that the owner knows when a document is set for review. This is to ensure all controlled documents are kept up-to-date and therefore in accordance with the data protection act. 

An example of a procedure I assisted in the development of was the procedure update of the flow of work through the European Maintenance Centre Hub of which is where all European assets now come for reporting and low level repairs (Fareham Facility). For this I had to put together a flowchart that showed the movement of work throughout the repair centre. For this flowchart I had to be careful to not mention any businesses sensitive data and ensure the flow was clear to follow for all users. 

From this we implemented a new, more efficient process for this and all in line with commercial data protection legislation. 

2.2 Implement management processes that are capable of identifying and resolving problems

The example I will use for this question is the Qlikview project I have created that we used as a comparison tool in order to find data issues in our system and also get an idea of the impact they are having compared to the actual performance data we extracted and manipulated. 

By creating this tool that reads data directly from the system and presents its performance was an excellent tool for giving us an idea of when we could realistically tackle the issues we were facing and therefore allowed us to provide more accurate progress updates to the managers of the people involved in the team. 
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What this tool does is instead of exporting the incorrect data from the system and then manipulating it until it was accurate like we used to, it forced us to use the system raw performance data as our KPI's because the data was not complete and had issues. Therefore this prompted others to ask the question why the KPI's were showing poor and the issues were pushed to be resolved faster. 

By using this tool we were able to easily identify issues and the impact the issues were having on our performance data, as well as increase urgency when looking into actions that resolved the issues. 



2.3 Analyse users' training needs for an information system 


When looking into analysing the training need for an information system it is important we outline a few factors before we begin the overall planning of the training and the requirements. 
· Determine the outcome and the effect on the business: this is a great first step to look into as from this we can accurately plan where the training will lead us a business and the level of service we able to provide, as well as outline a number of user' of which we know have different levels of knowledge on the particular information system. 
· Identify training competencies: the next stage of planning your training needs and courses is to establish the existing levels of training for the designated users of the system. This can be done through testing or self-grading both of which can provide a good representation of where employees are as far as knowledge and learning ability. 
· Prioritize your training needs on an individual level, and then an accumulation to allow you to budget for the overall training: By recording the level of training that each employee requires for a specific system we are able to look into the best possible courses for the different levels of needs. This means that different groups can go on different levels of course, therefore reducing the overall cost of the training and also the time resources lost whilst the employees are training. 
Once you have established the three factors listed, you should have a good understanding of the initial needs of your employees and also a rough idea of the cost and resource influences that will be caused by the training, bearing in mind however anything that is evaluated is out of date as soon as another day passes so continuous reviews of the training plan should be expected to accommodate unplanned affecting factors such as sickness and absence or lack of resources etc. You should now be able to design and build the beginning stages of your training plan, this should detail all of the details and records of the training as your team progress through their courses. It is also important to test employees on their training to ensure they are making the most of the course as well ensuring they understand what they have been taught.  

